
APPENDIX A - FRAUD PREVENTION, DETECTION AND RESPONSE STRATEGIES


The key strategies and actions for each fraud control function within the University are shown in the table below.
	Strategy
	Key Actions

	Prevention

	Maintain ongoing fraud awareness
	· Ensure all staff are aware of the University’s Fraud and Corruption Control Plan and relevant codes of conduct.
· Provide fraud awareness training to University staff as part of induction processes.
· Ensure staff clearly understand their role and obligations as a first line of defence in the prevention and detection of fraud.
· Encourage staff to report any suspected incidents of fraud through ongoing training and promotion of fraud-related policies.
· Ensure all updates and changes to fraud-related policies, procedures, codes of conduct, and guidelines on behaviour are published to all staff.

	Advise all managers and staff of their responsibilities for preventing, detecting and reporting fraud
	· The Fraud and Corruption Control Plan is available to all University personnel on the University policy database.
· Provide fraud awareness training to University staff as part of induction processes.

	Managers will advise their staff that the University has developed and implemented its latest Fraud and Corruption Control Plan and foster an environment which promotes the highest standards of ethical behaviour
	· Use this Plan as a basis for briefing staff within their areas of specific fraud issues affecting them.
· Ensure that their staff are aware of the mechanisms for reporting incidents of suspected fraud, in accordance with this Plan, and the need for incidents of suspected fraud to be reported in a timely manner.
· Ensure staff are aware of relevant codes of conduct/ethics, such as the University’s Charter of Conduct and Values and Responsible Conduct of Research Policy.
· Take remedial and preventative action, in consultation with the General Counsel, to minimise the potential for the recurrence of similar fraud activities.

	Implement a fraud risk assessment program
	· Document the fraud risk assessment in the Fraud Risk Register, which is reviewed in accordance with the University’s Resilience Management Framework, with input from managers and Internal Audit.
· The outcome of the University's fraud risk assessment program will include appropriate revisions to this Fraud and Corruption Control Plan.

	Implement strategies that identify and reduce the risk of fraud and unethical conduct
	· The Associate Director, Risk and Audit is responsible for coordinating the follow-up fraud risk assessment by reviewing the Fraud Risk Register, to confirm progress of implementation of all strategies identified in the Register.
· Provide a report to the Audit Risk and Management Committee quarterly on fraud related activity.
· Enact policies and procedures which minimise risk of fraud and enable protection.

	Detection

	Regular review of operations
	This will involve:
· key management reviews (the need for which should be identified principally through the University's strategic corporate planning, and ongoing audit and evaluation processes)
· the preparation of strategic and internal audit plans
· the conduct of internal audit reviews.

	Provide clear avenues for reporting potential or actual fraud
	· The University will provide easily identifiable points of contact and guidance for staff and students to report instances of actual or suspected instances of fraud or corruption.

	Investigation (including prosecution and resolution)

	Conducting investigations
	· If the disclosure is assessed to be a public interest disclosure, it will be investigated in accordance with the ACT Government Public Interest Disclosure Guidelines (PID Guidelines) (noting certain exceptions under Section 20 of the Public Interest Disclosure ( PID) Act).
· Other matters may be dealt with under the University’s disciplinary/administrative Rules, policies and procedures.
Refer to Appendix B of this plan for further details.

	Initiating disciplinary/legal action
	· Alleged criminal offences may be referred for prosecution.

	Review systems and procedures (post fraud)
	· For each detected occurrence of fraud, the University will assess the significance of the occurrence and, if considered necessary, undertake a review to assess the adequacy of the internal control structure.
· The General Counsel will provide advice on the need to modify the internal control structure as a consequence of such reviews.

	Recovery of money/property lost through fraud
 
 
 
 
	· The University may pursue the recovery of any money/property lost through fraud.

	Recording and Reporting

	Reporting incidences of fraud
	· All incidences of suspected fraud are to be reported to a Public Interest Disclosure Officer or reported through the Health and Safety Online Report Form.

	Maintain a management reporting regime
	This will be undertaken predominately by the Associate Director, Risk and Audit and include:
· establishing and maintaining the Fraud Incident Register; and
· ongoing collecting, monitoring, and reporting of investigation data to management as appropriate.

	Provision of information to the police
	· The General Counsel will ensure that the police receive complete and relevant information relating to prima facie cases of fraud, where referrals to law enforcement are made.

	Annual reporting
	· The University will meet fraud-reporting obligations in its Annual Report in accordance with relevant legislation and codes including the PID Act.





